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S.No. Company Product/Service Summary of end-user obligations 

1.  Airtel India Pvt. Ltd. Internet Service • End Users shall not use the network to carry 
any objectionable, obscene, unauthorised 
or any other content, messages or 
communications infringing copyright, 
intellectual property rights and 
international and domestic cyber laws, in 
any from or inconsistent with the laws of 
India.  

2.  ACT (Atria 
Convergence 
Technologies Ltd.) 

Internet Service • Users agree to use the Services for lawful 
purposes only 

3.  Amazon Web 
Services 

AISPL Cloud Server • Content on the NLSIU website, including all 
websites within the domain (nls.ac.in) shall 
not violate the law in force or infringe or 
misappropriate the rights of any third 
party, including their intellectual property 
rights 

• End-Users shall not, or attempt to, modify, 
distribute, alter, tamper with, repair, or 
otherwise create derivative works of any 
Content included in the Service  

•  End-Users shall not, or attempt to, reverse 
engineer, disassemble, or decompile the 
Service Offerings or apply any other process 
or procedure to derive the source code of 
any software included in the Service  

• Violations of obligations by an end-user will 
result in suspension of access to Services 
and Content by such end-user.  

4.  Edchemy Solutions 
Pvt. Ltd. 

Learning 
Management 
Software 

• Users shall not send or store unlawful or 
infringing material using the Product 

• Users shall not propagate any virus, worms, 
Trojan Horses or other programming 
intended to damage or corrupt any system 
or data 

• Users shall not, or attempt to, modify, 
distribute, alter, tamper with, repair, or 



otherwise create derivative works of any 
Content included in the Service  

• Users shall not, or attempt to, reverse 
engineer, disassemble, or decompile the 
Service Offerings or apply any other process 
or procedure to derive the source code of 
any software included in the Service. 

5.  Webex Video and/or audio 
conferencing 

• End Users will not use the Software to send 
unsolicited email outside Customer's 
organization (e.g., "spam") in violation of 
applicable law, falsify any email header 
information when sending emails (e.g., 
"spoofing"), or attempt to acquire sensitive 
information such as usernames, passwords 
and credit card details by masquerading as 
a trustworthy entity (e.g., "phishing").  

• End Users agree not to use the Software to 
communicate any message or material that 
is harassing, libelous, threatening, obscene, 
or that would violate the intellectual 
property rights of any party, give rise to civil 
liability, constitute a criminal offense, or is 
otherwise unlawful under any applicable 
law or regulation.  

• End Users agree to comply with all 
applicable laws and regulations in 
connection with use of the Software, 
including, but not limited to all applicable 
privacy laws and regulations, laws relating 
to the recording of communications, and 
laws relating to the use of VoIP-based 
services, if applicable. 
 

6.  Zoom Video and/or audio 
Conferencing 

End Users shall not: 

• modify, disassemble, decompile, prepare 
derivative works of, reverse engineer or 
otherwise attempt to gain access to the 
source code of the Services;  

• knowingly or negligently use the Services in 
a way that abuses, interferes with, or 
disrupts Zoom’s networks, accounts, or the 
Services;  

• engage in activity that is illegal, fraudulent, 
false, or misleading,  

• transmit through the Services any material 
that may infringe the intellectual property 
or other rights of third parties; 



• build or benchmark a competitive product 
or service, or copy any features, functions 
or graphics of the Services; or  

• use the Services to communicate any 
message or material that is harassing, 
libelous, threatening, obscene, indecent, 
would violate the intellectual property 
rights of any party or is otherwise unlawful, 
that would give rise to civil liability, or that 
constitutes or encourages conduct that 
could constitute a criminal offense, under 
any applicable law or regulation;  

• upload or transmit any software, Content 
or code that does or is intended to harm, 
disable, destroy or adversely affect 
performance of the Services in any way or 
which does or is intended to harm or 
extract information or data from other 
hardware, software or networks of Zoom or 
other users of Services;  

• engage in any activity or use the Services in 
any manner that could damage, disable, 
overburden, impair or otherwise interfere 
with or disrupt the Services, or any servers 
or networks connected to the Services or 
Zoom's security systems.  

• use the Services in violation of any Zoom 
policy or in a manner that violates 
applicable law, including but not limited to 
anti-spam, export control, privacy, and 
anti-terrorism laws and regulations and 
laws requiring the consent of subjects of 
audio and video recordings; 

• not post, modify, distribute, or reproduce 
in any way copyrighted material, 
trademarks, rights of publicity or other 
proprietary rights without obtaining the 
prior written consent of the owner of such 
proprietary rights.  
 

7.  Remote XS Remote access for 
NLSIU Library 
eResources 

Usage Policy for Authorized Users of 
Subscribed Electronic Resources of NLSIU 
available at 
https://nlseresources.remotexs.in/usage-
policy 
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